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O Transportador de JavaScript permite que você integre o Archer a sistemas externos sem um middleware. Você pode usar o Transportador de JavaScript para carregar e executar um programa NodeJS. O programa NodeJS pode consumir APIs expostas pelos sistemas externos para processar e alimentador dados no Archer. Confira estas recomendações de segurança a serem lembradas ao usar este recurso:

* Comunicar-se com sistemas externos usando APIs protegidas pelo protocolo SSL\TLS.
* Comunicar-se com sistemas externos usando APIs que envolvem um mecanismo de autenticação sólida.
* Marcar parâmetros confidenciais como “Protegido” na seção Parâmetros personalizados da guia Transferência, nas configurações do Transportador de JavaScript, no Painel de controle do Archer.
* Se você criar um arquivo JavaScript, recomenda-se assinar o arquivo e informar a impressão digital do certificado confiável nas Configurações do transportador de JavaScript no painel de controle do Archer. Para obter mais informações, consulte "Obtendo impressões digitais" e "Configurando as definições do transportador de JavaScript" na Ajuda do Painel de controle do [Archer](https://help.archerirm.cloud/archer_suite_help/en-us/Content/PortalHome/platform_home.htm).